lOQikCUI MANUAL SSO SET-UP

CUSTOMER GUIDANCE

How to configure SSO in Okta
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04 Logikcull

Click Add
q Overview
Logikecull is a secure, cloud-based s
risky challenges associated with eC
integrationwith Okta allows LogikcL
[ ] Logikcull.
CATEGORIES Capabilities
Productivity
Apps Access
LAST UPDATE " SAML
05 General Settings - Required
Under Application label you will see Logikcull.
You can leave this label or edit per your internal Application label Logikeull
naming conventions. This label displays under the app on your home page
. Application Visibility [Tl Do not display application lcon to users
Click Done
[ Do not display application lcon in the Okta Mobile App
«— Back to Applicatlons
Go to the Sign On tab ’ LDQIkCU”

ik logikcu!'

Active - View Logs

General Sign On Import Assignments

Settings [ Edit ]
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Scroll down Advanced Sign-on SettingsSign

ADVANCED SIGN-ON SETTINGS

. . These fields may be required for a Logikcull proprietary sign-on option or general setting.
Under Connection ID enter the Connection ID 9 9 P S P g g

provided to you by Logikcull Connection ID

Please enter your connection ID. Refer to the Setup Instructlion
to obtalin this value.
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In the Assignments tab assign your test uer to the

application for testing the SSO set-up
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Under the Sign On tab in the Logikcull application

SAML 2.0 is not configured until you complete the setup instructions.
window click on the “View Set-up Instructions”
WView Setup Instructions

Identity Provider metadata is available if this application suppeorts dynamic configuration.
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You will need the Identity Provider Single Sign-On
URL and X.509 Certificate when configuring SSO

in your Logikcull account (under Preferences).

Under Assignments assign your test user (this
should NOT be the administrative user identity in

Logikcull) to your new Logikcull app in OKTA.

Definitions:

Domain user - a domain user is a user with a username/email that is managed through your company domain. eg. if you

company "Example" uses the email domain "example.com", then "jane.doel@example.com" would be a domain user.

Things to know:

New domain users must be assigned to the Logikcull app in OKTA and added to your Logikcull account in the Logikcull
(https://app.logikcull.com)

All domain users will be required to login through SSO and therefore must be authorized Logikcull users in your IdP.

If you invite users to your Logikcull account that are not domain users, such as external counsel, they will log

into Logikcull directly using a username and password.

If you have enforced 2FA on your Logikcull account, which is recommended, all users will be required to enter a
second factor regardless of login method.




